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The customer wants to drive with the car from A to B, as an example, but he doesn’t want to think about how to do that in a way that the car is behaving always safe, and no one can hack into the car and take over control of it. So, this is our job as system designer to think about these non-functional requirements like safety, security but also other aspects of privacy for example, becomes a very important aspect especially when you have highly connected systems as in cars becoming more and more popular to have connected to the internet. So, it’s extremely important to the success of the product that these non-functional requirements are there and they are fulfilled and complete that they do not forget any safety critical non-functional requirement because that would be really bad.
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I think one non-functional requirement that is more prominent is probably privacy and anything that has to do with data handling, because Machine Learning bases on having data available for training and you will have, when you deploy a Machine Learning algorithm, you will have to collect data to check the performance of that Machine Learning algorithm and also to retrain it eventually. And this will impose certain data requirements and especially privacy requirements. This might be a much more significant than in conventional software products.
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When it comes to clinical data and you have the primary use and then secondary use. The primary use is where most patient will give consent, so you are allowed to use this for this and that purpose. When you start to use it for other things, its really boarder line what you allowed to do and make it publicly available that is most often out of the question. What you can do is perhaps to the process the data or derive some intermediate data then aggregate and then you start for your training which works in some cases and then make that available. It also not one hundred percent clear that you should do that correctly.
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Safety is obviously important but also following the laws of GDPR and ensuring that you don’t leak anything. If somebody is hacking the system your complete medical history, it can be very sensitive. If you are a politician for example and you find out that you have some psychological problems or whatever, it can be devastating for career.